
Complete E-Guide to
Employee Security 
Awareness Training
How to prevent your employees from 
making a million dollar mistake.



Are Your Employees
Making These 

Common Mistakes?

Messy Desk Syndrome

Poor Password Management

Unsecure Web-Browsing

A messy desk makes it more di�cult to realize something is missing, such as a copy print out 
of customer lists.  This also increases the liklihood of the discovery of theft to be delayed.  These 
mistakes include leavingscreens unlocked, forgetting to shred documents, writing usernames 
and passwords on post it notes or notclosing �ling cabinets.  

Although it should be common sense, employees need to avoid the use of passwords that are
easy for hackers to guess.  Passwords should always have a combination of letters, numbers and

special charachters.  Letters should be a random mix of uppercase and lower case and employees
should avoid using names, birthdays or anniversaries.

When employees venture onto the internet, it’s easy to get tangled up in the vast web threats
lurking on webpages.  Maladvertising and social media scams are among the most common 
threats.  Employees should be conservative with downloads, always verify websites and email links.



How Much 
Will a 

Cyber Attack 
Cost You?

The average cost per 
stolen �le is $158

The average cost of a data 
breach is $3.36 million

60% of companies that lose
data will shut down in 6 months

This is a risk your business
 cannot a�ord.  95% of 
thesecyber attacks are 

a result of human error.  
It is vital that companies 

train their employees 
on how to avoid cyber 

threats that can cost you 
your business.  



Our Security Training Includes:

• Baseline Testing – We provide baseline testing to assess the “phish-prone”
 percentage of your employees through a free simulated attack

• Train Users – We provide training content including interactive modules, 
videos, newsletters, etc.

• Phish Users – We test what your users have learned through a fully 
automated phishing attack

• See Results – We show you the great ROI through statistics and graphs 
regarding the training andhishing, ready for management!

We Can Help 
Your Business Eliminate 

Human Error
DDKinfotech provides top of the line Employee Security 

Awareness Training that will teach your employees
what to look out for when receiving emails, texts

and phone calls that may contain malicious content!

Contact us at 212.997.0600 or email us at 
hello@ddkinfotech.com to get your business 

equipped with proper cyber security
training and protect your business today!


